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Perkembangan media sosial yang pesat memunculkan berbagai
permasalahan keamanan data pribadi di kalangan mahasiswa, terutama
terkait privasi dan perilaku aman saat menggunakan platform digital.
Penelitian ini bertujuan untuk menganalisis hubungan antara tingkat
kesadaran privasi dan perilaku aman mahasiswa dalam menggunakan media
sosial. Metode penelitian menggunakan pendekatan kuantitatif dengan
teknik survei terhadap 80 mahasiswa sebagai responden. Instrumen
penelitian berupa kuesioner skala Likert yang telah melalui uji validitas dan
reliabilitas (Cronbach’s Alpha = 0,872). Analisis data dilakukan
menggunakan korelasi Pearson untuk menguji hubungan antar variabel.
Hasil penelitian menunjukkan adanya hubungan positif yang signifikan
antara kesadaran privasi dan perilaku aman mahasiswa (r = 0,673; p < 0,05).
Temuan ini mengindikasikan bahwa semakin tinggi tingkat kesadaran
privasi mahasiswa, maka semakin baik perilaku aman mereka dalam
menggunakan media sosial. Penelitian ini memberikan kontribusi dalam
upaya peningkatan literasi keamanan digital di lingkungan kampus.

ABSTRACT

The rapid development of social media has raised various personal data
security issues among students, particularly regarding privacy and safe
behavior when using digital platforms. This study aims to analyze the
relationship between students' privacy awareness and safe behavior when
using social media. The research method used a quantitative approach with a
survey technique with 80 students as respondents. The research instrument
was a Likert scale questionnaire that had undergone validity and reliability
tests (Cronbach's Alpha = 0.872). Data analysis was conducted using
Pearson correlation to examine the relationship between variables. The
results showed a significant positive relationship between privacy awareness
and students' safe behavior (r = 0.673; p < 0.05). This finding indicates that
the higher the level of students' privacy awareness, the better their safe
behavior in using social media. This study contributes to efforts to improve
digital security literacy on campus.
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1. PENDAHULUAN
Media sosial telah menjadi bagian penting dalam kehidupan mahasiswa di era digital. Platform seperti
Instagram, WhatsApp, TikTok, dan Facebook memudahkan komunikasi, berbagi informasi, serta
aktivitas akademik. Namun, kemudahan ini diiringi oleh meningkatnya risiko pelanggaran privasi dan
penyalahgunaan data pribadi. Mahasiswa sering kali membagikan informasi pribadi tanpa memahami
dampak jangka panjang terhadap keamanan digital mereka.
Permasalahan privasi digital menjadi semakin relevan seiring meningkatnya kasus kebocoran data,
penipuan online, dan akses tidak sah terhadap akun pribadi. Banyak penelitian menunjukkan bahwa
perilaku aman pengguna media sosial dipengaruhi oleh tingkat kesadaran privasi yang mereka miliki.
Namun, sebagian mahasiswa masih menunjukkan perilaku berisiko, seperti menggunakan kata sandi
yang lemah, membagikan lokasi secara real-time, atau menerima permintaan pertemanan dari akun
yang tidak dikenal.
Penelitian ini dilakukan untuk mengetahui sejauh mana kesadaran privasi mahasiswa berhubungan
dengan perilaku aman mereka di media sosial. Dengan memahami hubungan tersebut, institusi
pendidikan dapat merancang program literasi keamanan digital yang lebih efektif.

2. TINJAUAN PUSTAKA

2.1 Kesadaran Privasi

Kesadaran privasi (privacy awareness) merujuk pada pemahaman individu mengenai risiko dan konsekuensi
yang timbul dari berbagi informasi pribadi secara digital [1]. Individu yang memiliki kesadaran privasi tinggi
akan lebih berhati-hati dalam mengelola data pribadi dan memahami potensi penyalahgunaan informasi oleh
pihak lain.

2.2 Perilaku Aman di Media Sosial

Perilaku aman (safe behavior) mencakup tindakan pengguna dalam melindungi akun dan informasi pribadi,
seperti penggunaan kata sandi yang kuat, verifikasi dua langkah, serta kehati-hatian dalam mengakses tautan
atau konten mencurigakan [2]. Perilaku ini merupakan bentuk perlindungan diri terhadap risiko keamanan
digital.

2.3 Hubungan Kesadaran dan Perilaku Digital

Penelitian terdahulu menunjukkan bahwa tingkat kesadaran privasi memiliki hubungan yang signifikan
dengan perilaku aman pengguna media sosial [3][4]. Semakin tinggi pemahaman individu terhadap risiko
privasi, semakin tinggi pula kecenderungannya menerapkan perilaku digital yang aman.

3. METODE

Penelitian ini dilakukan menggunakan pendekatan kuantitatif untuk menganalisis hubungan antara
kesadaran privasi dan perilaku aman mahasiswa dalam menggunakan media sosial. Pada bagian ini
dijelaskan desain penelitian, prosedur pengumpulan data, proses analisis, serta alur kerja penelitian dalam
bentuk pseudocode, sebagaimana disarankan pada [5]-[7].

3.1 Desain Penelitian

Desain penelitian yang digunakan adalah cross-sectional survey, di mana data dikumpulkan satu kali melalui
kuesioner daring. Variabel penelitian terdiri dari:

e Variabel X (Kesadaran Privasi)
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T}
e Variabel Y (Perilaku Aman di Media Sosial)

Desain ini dipilih karena mampu menggambarkan hubungan antar variabel secara efektif dan sesuai metode
penelitian perilaku digital [2], [4].

3.2 Prosedur Pengumpulan Data

Penyusunan kuesioner berdasarkan indikator teori privasi dan keamanan digital.

Validasi isi oleh ahli (expert judgment).

Penyebaran kepada 80 responden mahasiswa UNSAP melalui Google Form.

Pengolahan data dalam SPSS, meliputi uji validitas, reliabilitas, statistik deskriptif, dan korelasi
Pearson.

A

Prosedur penelitian telah disesuaikan dengan pedoman penelitian kuantitatif [8]-[13].
2.3 Alur Penelitian (Pseudocode)

Algorithm PrivacyBehaviorAnalysis
Input: Data kuesioner 80 responden
Output: Nilai korelasi Pearson (r dan p-value)

. Mulai

. Susun indikator dan kuesioner

. Sebarkan kuesioner kepada responden
. Kumpulkan data dan buat dataset

. Uji validitas item

. Uji reliabilitas (Cronbach’s Alpha)

. Hitung statistik deskriptif

. Lakukan uji normalitas

. Hitung korelasi Pearson antara X dan Y
10. Interpretasikan hasil

11. Selesai

O©CoOoO~NNOOWNBE

2.4 Gambar Alur Penelitian
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Gambar 1. Alur penelitian analisis hubungan kesadaran privasi dan perilaku aman.

2.5 Teknik Pengujian Data
Pengujian data meliputi:
e  Statistik deskriptif (mean, min, max, standar deviasi)

e Uji normalitas menggunakan Kolmogorov—-Smirnov
e Korelasi Pearson untuk melihat hubungan antar variabel
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Metode ini umum digunakan untuk analisis hubungan dua variabel kuantitatif dalam penelitian survei [5],
[10].

2.6 Tabel Penelitian

Tabel 1. Statistik Deskriptif Variabel Penelitian

Variabel N Mean Std.Dev Min Max
Kesadaran Privasi 80 4,12 0,51 3,00 5,00
Perilaku Aman 80 3,89 0,57 2,60 5,00

4. HASIL DAN PEMBAHASAN

4.1 Uji korelasi Pearson dilakukan untuk mengetahui hubungan antara kesadaran privasi dan perilaku
aman mahasiswa dalam menggunakan media sosial. Hasil analisis ditampilkan pada Tabel 2.

Tabel 2. Hasil Uji Korelasi Pearson

Variabel r-value p-value

Kesadaran Privasi < Perilaku Aman
0,673 it

Nilai korelasi r = 0,673 menunjukkan korelasi positif yang kuat, dan p < 0,05 menunjukkan hubungan
signifikan secara statistik.

Persamaan (opsional tapi disarankan JKTI)

r = [nIX2 — (2X)2][nZY2 — (ZY)2]n(EXY) — (ZX)(ZY)(1)

4.2 Sub Bagian 2: Pembahasan

Hasil ini menunjukkan bahwa mahasiswa dengan tingkat kesadaran privasi yang tinggi cenderung
menunjukkan perilaku aman yang lebih baik dalam penggunaan media sosial. Temuan ini konsisten dengan
penelitian sebelumnya yang menyatakan bahwa literasi privasi merupakan prediktor utama perilaku digital
yang aman [16], [17].

Tingginya kesadaran privasi membuat mahasiswa lebih disiplin dalam:

Menggunakan kata sandi kuat

Menghindari tautan mencurigakan
Mengaktifkan autentikasi dua faktor
Membatasi informasi pribadi yang dibagikan
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'4.2.1 Subsub Bagian 1: Interpretasi Hasil

Interpretasi korelasi menunjukkan bahwa intervensi edukasi dapat meningkatkan perilaku aman mahasiswa.

4.2.2 Subsub Bagian 2: Implikasi Penelitian

Penelitian ini berimplikasi pada pengembangan kebijakan literasi digital di lingkungan kampus dan dapat
menjadi dasar penyusunan pelatihan keamanan digital.

5.

KESIMPULAN

Penelitian ini bertujuan untuk menganalisis hubungan antara kesadaran privasi digital dan perilaku
aman mahasiswa dalam menggunakan layanan digital. Berdasarkan hasil analisis yang meliputi uji
validitas, reliabilitas, statistik deskriptif, uji normalitas, serta perhitungan korelasi Pearson, ditemukan
bahwa kedua variabel menunjukkan hubungan yang signifikan. Dengan demikian, apa yang
diharapkan pada bagian Pendahuluan—yaitu pembuktian adanya pengaruh tingkat kesadaran privasi
terhadap tindakan keamanan digital—telah tercapai melalui temuan pada bagian Hasil dan
Pembahasan.

Penelitian ini menunjukkan bahwa semakin tinggi kesadaran privasi yang dimiliki mahasiswa,
semakin baik pula perilaku aman yang ditunjukkan dalam aktivitas digital sehari-hari. Hasil ini
mendukung pentingnya edukasi literasi digital untuk meningkatkan kebiasaan keamanan siber di
lingkungan kampus.

Prospek pengembangan penelitian ini mencakup penggunaan metode analisis lain seperti regresi linier
berganda, analisis mediasi, atau pemodelan SEM untuk memahami faktor-faktor yang memengaruhi
perilaku aman secara lebih komprehensif. Selain itu, implementasi intervensi edukasi dan evaluasi
perubahan perilaku pasca-program dapat menjadi arah penelitian selanjutnya.
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